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File Name:   InfoBase.exe
File Type:  PE32 executable (GUI) Intel 80386, for MS Windows
SHA1:   83df10f7eeea1b099aa1c8d50970571430322492
MD5:   497728c19a151ee268c5ab6e448a2dc9
First Seen Date:  2022-02-01 12:32:08 UTC
Number of Clients Seen:   2
Last Analysis Date:  2022-02-01 12:32:08 UTC
Human Expert Analysis Result:   No human expert analysis verdict given to this sample yet.
Verdict Source:  Signature Based Detection

ANALYSIS TYPE DATE VERDICT

Signature Based Detection 2022-02-01 15:32:42 UTC Clean 

Static Analysis Overall Verdict 2022-02-01 12:32:08 UTC No Threat Found 

Precise Detectors Overall Verdict 2022-02-01 12:32:08 UTC No Match 

File Certificate Validation Not Applicable 



STATIC ANALYSIS OVERALL VERDICT RESULT

No Threat Found

DETECTOR RESULT

Optional Header LoaderFlags field is valued illegal Clean 

Non-ascii or empty section names detected Clean 

Illegal size of optional Header Clean 

Packer detection on signature database Unknown 

Based on the sections entropy check! file is possibly packed Clean 

Timestamp value suspicious Suspicious 

Header Checksum is zero! Suspicious 

Enrty point is outside the 1st(.code) section! Binary is possibly packed Clean 

Optional Header NumberOfRvaAndSizes field is valued illegal Clean 

Anti-vm present Clean 

The Size Of Raw data is valued illegal! Binary might crash your disassembler/debugger Clean 

TLS callback functions array detected Clean 

No Dynamic Analysis Result Received

Behavioral Information is not Available

https://valkyrie.comodo.com:443


Precise Detectors Analysis Results

Advance Heuristics

Additional File Information

DETECTOR NAME DATE VERDICT REASON

Static Precise PUA Detector 1 2022-02-01 12:32:03 UTC No Match  NotDetected

Static Precise PUA Detector 4 2022-02-01 12:32:03 UTC No Match  NotDetected

Static Precise NI Detector 3 2022-02-01 12:32:03 UTC No Match  NotDetected

Static Precise PUA Detector 5 2022-02-01 12:32:03 UTC No Match  NotDetected

Static Precise Trojan Detector 1 2022-02-01 12:32:03 UTC No Match  NotDetected

Static Precise Trojan Detector 3 2022-02-01 12:32:03 UTC No Match  NotDetected

Static Precise PUA Detector 6 2022-02-01 12:32:03 UTC No Match  NotDetected

Static Precise Trojan Detector 12 2022-02-01 12:32:03 UTC No Match  NotDetected

Static Precise Virus Detector 1 2022-02-01 12:32:03 UTC No Match  NotDetected

Static Precise Virus Detector 2 2022-02-01 12:32:03 UTC No Match  NotDetected

Static Precise Trojan Detector 13 2022-02-01 12:32:03 UTC No Match  NotDetected

Static Precise PUA Detector 2 2022-02-01 12:32:03 UTC No Match  NotDetected

No Advanced Heuristic Analysis Result Received

 Vendor Validation  -  Vendor Validation is not Applicable  

 Certificate Validation  -  Certificate Validation is not Applicable  

 PE Headers

PROPERTY VALUE

Compilation Time Stamp 0x2A425E19 [Fri Jun 19 22:22:17 1992 UTC] [SUSPICIOUS]

Debug Artifacts

Entry Point 0x5ce608 (CODE)

Exifinfo

File Size 2388992

File Type Enum 6

Imphash

Machine Type Intel 386 or later - 32Bit

Magic Literal Enum 3

Mime Type application/x-dosexec

Number Of Sections 8

Sha256 200372521552a6c85873784c4bd4a75658e27dd89ba34b312c9c04661a530730

Ssdeep

Trid



 PE Sections

NAME VIRTUAL ADDRESS VIRTUAL SIZE RAW SIZE ENTROPY MD5

CODE 0x1000 0x1cd75c 0x1cd800 6.53912515025 4a38af349e2eb6bf20f95929c5128cb9

DATA 0x1cf000 0x33c0 0x3400 4.03148261891 9a96374bd435638edcb57f247902b419

BSS 0x1d3000 0x15d9 0x0 0.0 d41d8cd98f00b204e9800998ecf8427e

.idata 0x1d5000 0x3454 0x3600 4.87823583774 9a8ca8d8a422af2db5a721a9c864f4ba

.tls 0x1d9000 0x48 0x0 0.0 d41d8cd98f00b204e9800998ecf8427e

.rdata 0x1da000 0x18 0x200 0.210826267787 83d486d2a353e5daa90d6a1c297bb9e7

.reloc 0x1db000 0x1fe6c 0x20000 6.70898815446 b14ca6607f0bb63943854e19301ff515

.rsrc 0x1fb000 0x52c00 0x52c00 4.98851912377 9c4e2e9f5148c3540b4e07190a5863c4
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